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 Vulnerability 1: Title of Vulnerability  
Location 

~Provide URL where vulnerability is located~ 

Account Used 
~Username (if account was not a standard user account, such as an admin account~ 

Vulnerability Summary 
~Summarize found vulnerability~ 

Impact 
~How does this vulnerability affect users or application function? ~ 

~Does this vulnerability result in disclosure of information~ 

~If applicable, add CWE and CVSS scores~ 

Proof of Concept 
~Show steps to reproduce the vulnerability via screenshots and written descriptions 
describing what is occurring in said images~ 

 

  1. [add image and description for first step] 

  2. [If more information to recreate vulnerability is needed, add multiple steps and 
images/descriptions of continued reproducibility steps] 

  3. [add step and more information if needed] 

 

Recommendation 
~Please provide mitigation recommendations~  
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Vulnerability 2: Title of Vulnerability  
Location 

~Provide URL where vulnerability is located~ 

Account Used 
~Username (if account was not a standard user account, such as an admin account~ 

Vulnerability Summary 
~Summarize found vulnerability~ 

Impact 
~How does this vulnerability affect users or application function? ~ 

~Does this vulnerability result in disclosure of information~ 

~If applicable, add CWE and CVSS scores~ 

Proof of Concept 
~Show steps to reproduce the vulnerability via screenshots and written descriptions 
describing what is occurring in said images~ 

 

  1. [add image and description for first step] 

  2. [If more information to recreate vulnerability is needed, add multiple steps and 
images/descriptions of continued reproducibility steps] 

  3. [add step and more information if needed] 

 

Recommendation 
~Please provide mitigation recommendations~  

 

 

 


